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Chapter One – Introduction to Computer Networks and Data Communications
Lab #1
Taking a Lab Inventory

Go to the computer lab.  Using paper and pencil (or Visio or some other drawing software) sketch the approximate location of each computer workstation.  

Are there any additional devices in the lab?  Printers?  Servers?  Flatbed scanners?  Include all additional devices in your drawing.

For each (or simply a few) workstation(s), denote the workstation’s NIC address.  To locate the NIC address (on Microsoft-based computers), sitting at each workstation go to Start ( Settings ( Network Connections ( Local Area Connection ( Support ( Details.

Lab #2
Packet Encapsulation

To gain a better understanding of the layers in a network model such as the TCP/IP protocol suite and the OSI model, run the interactive module titled Module 1 Packet Encapsulation.  This module may be found on either the Course Technology website under http://course.com/mis/white4e, or by accessing the author’s website http://facweb.cs.depaul.edu/cwhite.
If accessing the author’s website, please go to My Textbooks ( Interactive Computer-Based Training Modules ( and then click on and download the Zipped Folder.  Once the zipped folder is on your machine, extract all the files into an un-zipped folder.  Open the un-zipped folder and double-click on Animate.

Lab #3

Using WireShark (formerly Ethereal)
Required Hardware: You can do this lab exercise on any computer that is connected to the Internet and has Ethereal or WireShark software installed.  Alternately, you can do this lab from the comfort of your own home or laptop by downloading and installing WireShark from www.wireshark.org (or Ethereal from www.ethereal.com ) and installing it on your local PC.  

In this lab you will:

1. Execute Wireshark and practice capturing data packets

2. Analyze the results from capturing packets for a file download from a web server.

Part 1: Check computer addresses and start up Wireshark Capture

1. Determine the Physical MAC address and the IP address for the Ethernet interface of the computer you are using.

2. Start up Wireshark, click Capture(Interfaces and click the Capture button corresponding to your active Ethernet interface.  Wireshark will begin running in Capture Mode and will open up a Wireshark Capture window showing you how many packets have been captured in real time.

Part 2: Download Web Page

1. With Wireshark still running in Capture Mode, start up your favorite browser (Internet Explorer, Mozilla, Firefox or whatever).

2. Enter the following address: 

http://facweb.cs.depaul.edu/cwhite
3. A web page should appear in your browser from the author’s home page
3. Close your browser window

4. Go back to the Wireshark Capture window and click the Stop button to stop the packet capture.

Part 3: Verify that the Web Page Download has Been Captured

1. Back in the Wireshark window, you should now see lots of packets in the top summary pane.  You can filter out all packets except HTTP packets by typing the word “http” into the Filter box (click View(Filter Toolbar if you don’t see a Filter box at the top).  This will make things much easier to read.

2. You should see a packet containing something like “GET /facweb.cs.depaul.edu/cwhite” sent by your PC to request the web page download.  

3. If the next packet listed (containing the reply from the web server to your PC) contains “HTTP/1.1 200 OK” and the next 3 are “Continuation” packets, then you have successfully captured the packets containing the lab html web page.  Skip the following step.

4. On the other hand, if the reply from the web server contains “HTTP/1.1 304 Not Modified”,  then this means Wireshark did not capture the packets from the web site because the web page was already stored (cached) in your browser.  In this case you must clear your browser cache and then go back and re-do the capture as follows:

a. First, you must clear the web cache in your browser.

i. For Internet Explorer, click Tools ( Internet Options, then, under the General tab, click the Delete Files button within the Temporary Internet Files box area.
ii. For Firefox, click Tools ( Options, then Privacy, Cache and click Clear.

iii. For other browsers, you’re on your own.

b. Now in your Wireshark window, again select Capture(Interfaces and click the Capture button corresponding to the Ethernet interface.  When prompted whether to save the previous capture, click Continue without saving. 

c. Go back to Part 2, step 1 above to download the web page again while Wireshark is capturing packets.

Chapter Two – Fundamentals of Data and Signals
Lab #1
Viewing Signals

Digital square wave signals are actually composites of multiple analog sine waves.  In fact, many different types of waveforms (such as square waves, sawtooth waves, etc.) can be created by combining various forms of analog sine waves.  (There is an area of mathematics called Fourier Analysis which examines such concepts.)
The more analog sine waves that you add together, the closer the waveform approaches the intended form.  To examine this, locate a webpage that allows you to interactively combine analog waveforms.  One such page is at www.falstad.com/fourier.  You can find many others by searching for fourier java applet.  Notice how the square wave is combined of multiple sine waves.  The first sine wave has a relatively slow frequency with a relatively high amplitude.  The second sine wave has a higher frequency but a lower amplitude.  (You can note each of these sine waves in the falstad site by moving the cursor over the sine component in the middle graph.)
Questions: In your opinion, how many sine components are necessary to create a square wave that is “square”?

What happens if you increase the amplitude of a component?  

What happens if you increase the frequency of a component?

Chapter Three – Conducted and Wireless Media
Lab #1
Crash Cart

A number of years ago at an ACM SIGCSE Technical Symposium, there was a presentation from a school that created a data communications cart on wheels.  This cart, amongst other things, contained a large spool of twisted pair wire, an oscilloscope, and a signal generator.  The instructors would use the signal generator to insert a square wave (digital signal) into one end of the spool, and then connect the oscilloscope to the other end of the spool of wire.  By observing the received signal on the oscilloscope they would see what happened to the signal as it propagated through the coil of twisted pair wire.  
Interesting questions to address:

1. What happens when we increase the length of wire?  Shorten the length of wire?

2. What happens if we pass a magnet near or through the spool of wire?

3. What happens if we increase the data rate of the signal injected into the spool of wire?

4. What are some other things we can do to alter the signal passing through the wire?

Lab #2
Line Speed Test

Using the Internet, find a website (such as www.Tech.MSN.com/SpeedTest) that can measure the line speed of the connection you currently have.  Note that some of these websites only work for DSL connections, some only for cable connections, and some work for multiple types of connections.

Chapter Four – Making Connections
Lab #1
Listing a Computer’s Connections

Look at the back (and sides and front) of a desktop or notebook/laptop computer in the lab or at home.  Create a list of each type of connector found on the computer.  For each connector, answer the following questions:

1. Type or name of connector

2. Serial, parallel, or bus?

3. Typical device or application that uses this connector?

4. Synchronous, asynchronous, or isochronous connection?

5. Does connector provide power to the device?

Chapter Five – Making Connections Efficient: Multiplexing and Compression
Lab #1
Compression

Let’s take a look at compression.  

Take the file Fig 05-15 which can be found on the author’s website (http://facweb.cs.depaul.edu/cwhite) under The Textbooks I’ve Written ( Chapter Updates ( Chapter Five and copy it to your computer.  

What is the format of the file?  Is this a compressed format?  What is the size of the file in bytes?

Right click on the file and Send To - Compressed (Zipped) Folder.  Now examine the compressed file (folder).  What is the size of the file in bytes?

By what percentage was the file reduced?  (Old Size – New Size) / Old Size

Now let’s take the file Chapter 5_Draft(2) from the same webpage.  
What is the format of the file?  Is this a compressed format?  What is the size of the file in bytes?

Right click on the file and Send To - Compressed (Zipped) Folder.  Now examine the compressed file (folder).  What is the size of the file in bytes?

By what percentage was the file reduced?

Finally, take the file CPI from the same webpage.
What is the format of the file?  Is this a compressed format?  What is the size of the file in bytes?

Right click on the file and Send To - Compressed (Zipped) Folder.  Now examine the compressed file (folder).  What is the size of the file in bytes?

By what percentage was the file reduced?

Lab #2
Writing a Compression Program

Using the language of your choice, write a program which inputs a string of 1s and 0s and compresses the 0s using the run-length compression technique as described in this chapter.
